[![http://vaja.ir/Public/Picture/ShowPicture.aspx?Width=175&Height=100&ID=d1ab5fd1-a2a6-4f47-afe2-8b401ce8a347](data:image/jpeg;base64,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)](http://vaja.ir/Public/Picture/ShowPicture.aspx?ID=d1ab5fd1-a2a6-4f47-afe2-8b401ce8a347)

شهروندان گرامي \* توصيه هاي حفاظتي را با دقت و ظرافت عمل نماييد

ما در دنياي پرآشوبي زندگي مي كنيم. حفظ امنيت خويشتن و اجتناب از آسيب براي هر فردي قابل تصور است. گاهي حتي محتاط ترين و به لحاظ امنيتي آگاه ترين افراد، دچار آسيب هاي امنيتي مي شوند. گر چه امنيت تضمين شدني نيست ولي به طور خارق العاده اي قابل افزايش است. همه دستگاه هاي امنيتي كشور از جمله كاركنان وزارت اطلاعات، براي حفظ امنيت ملي، بطور شبانه روزي در حال تلاش هستند. اما اين ميسر نخواهد شد مگر اين كه هر يك از شهروندان عزيز ايراني، نسبت به امنيت خود و ساير همنوعان احساس مسئوليت و تلاش نمايند. براي اين مقصود، هر شخص بايد براي افزايش ايمني خود، قواعد مربوط به امنيت فردي را بياموزد. آشنايي هر يك از ما با برخي اقدامات خود حفاظتي، اولين گام براي دفاع و حفاظت شخصي در مقابل خطرات غيرقابل پيش بيني است.

توصيه هاي حفاظتي در محل سكونت و كار:

1-هرگز نسبت به آن چه كه در اطراف شما رخ مي دهد، بي اعتنا نباشيد.

2- هرگز نسبت به حضور نيروهاي خدماتي در محيط زندگي به‏ صورت ناخواسته بي تفاوت نباشيد.

همواره نسبت به حضور بي موقع، طولاني مدت و خارج از برنامه افرادي با پوشش نيروي خدماتي شهرداري، كارگران سيار و ... در كوچه و خيابان خود حساس باشيد. دشمن ممكن است از طريق ارسال نيروهاي خدماتي و‏... نسبت به شناسايي و آسيب رساندن به شما يا نزديكانتان اقدام نمايد.

3- هرگز فرزندان خردسالتان را حتي لحظه اي در كوچه يا ورودي منزل براي بازي يا هر دليل ديگر، تنها نگذاريد.

كوچك ترين فرصت مي تواند احتمال آسيب رساندن افراد شياد و آدم ربا را به شما افزايش دهد.

4- هرگز افراد دوره گرد و ناشناس نظير كارگر، فروشنده سيار و ... با منظورهاي مختلف به منزل خود راه ندهيد.

دشمن به ‏منظور جمع آوري اطلاعات با پوشش‏هاي مختلف كارگري،  در اطراف محيط زندگي شما حضور پيدا كرده تا با اين پوشش به داخل منزل شما ورود نمايد.

4- هرگز نسبت به پارك طولاني مدت اتومبيل‏هاي متفرقه در اطراف محيط كار يا زندگي خود بي تفاوت نباشيد.

اتومبيل‏هايي كه به‏صورت طولاني و نامعلومي در اطراف محل كار شما پارك شده باشند، مي‏توانند متعلق به يك گروه متخلف، سارق يا حتي جنايت كار باشد.

5- هرگز كليدهاي محل كار، منزل، خودرو و ساير اماكن خود را در اختيار افرادي كه اطمينان قطعي از او نداريد، قرار ندهيد (حتي نزديك‏ترين افراد).‌

قرار دادن كليد در اختيار ديگران حتي براي يك لحظه امكان قالب گيري و ساخت كليد يدكي را براي آن‏ها ‏فراهم مي‏‏سازد.

6- هرگز جهت تعويض يا تعمير قفل‏هاي محيط زندگي و كار خود، از افراد متفرقه استفاده ننمائيد.

استفاده از افراد متفرقه جهت تعمير قفل‏هاي يك محيط مي‏تواند عواقب جبران ناپذيري در پي داشته باشد. زيرا اين‏گونه ‏‏‏‏افراد مهارت خاصي در باز كردن قفل‏ها داشته و به‏راحتي مي‏توانند نمونه‏هايي از كليدها براي خود تهيه نمايند. تعويض مغزي داخل قفل كار چندان پيچيده اي نيست، سعي نماييد خودتان آن را تعويض نموده و يا به افراد مطمئن بسپاريد.

7- هرگز محيط كار و زندگي خود را بدون اطمينان از قفل بودن درب‏ها، رها نكنيد.

8 -هرگز از وسايل ايمني محيط زندگي و كار خود غافل نشويد.

هميشه نسبت به سيستم‏هاي ايمني منزل و محيط كار خود مانند (سيستم‏هاي اطفاي حريق، سنسورها، راه‏هاي اضطراري و .... ) ‌توجه داشته باشيد تا خداي ناكرده دچار عواقب آن نگرديد.

توصيه هاي حفاظتي در رابطه با همسايگان: 

يكي از روش هاي ساده و بسيار خوب براي افزايش امنيت، برقراري روابط حسنه با همسايگان است. اغلب گفته مي شود حصار خوب همسايگان خوب مي سازد، ولي اين شامل همه حقايق نيست. زيرا، همسايگان خوب حصارهاي خوبي هستند. افرادي كه شما را مي شناسند احتمالاً وضعيت غير عادي شما را نيز تشخيص مي دهند و به كمكتان مي آيند. به طور مثال اگر بدانند شما در مسافرت به سر مي بريد، با شنيدن صداي مشكوك از منزلتان كنجكاوي نموده، با شما و يا با پليس تماس خواهند گرفت. همسايگان ما معمولاً خودروهايي كه در جلوي خانۀ مان و يا در كوچه مقابل پارك مي نمايند، يا حتي خودروهاي برخي از ميهمانان و بستگان ما را كه به منزل ما تردد دارند، مي شناسند. آن ها با شناختي كه از وضعيت ما دارند، مي توانند نگهبان خوب و مطمئني براي اماكن ما باشند. بنابراين توصيه هاي زير را مد نظر قرار دهيد:

1- هرگز روابط خود با همسايگان را تخريب ننماييد. حتي اگر همسايه اي به شما آزار مي رساند، هرگز با او تندي و درگيري فيزيكي ايجاد نكنيد. براي حل هر مشكل راه هاي متختلفي وجود دارد. شما دقت كنيد تا بهترين يا كم ضررترين راه را براي حل مشكل خود با همسايه انتخاب نماييد.

2- اگر به صداقت و امانت داري همسايه اي كه قصد داريد او را از سفر خود مطلع نماييد، ترديد داريد. هرگز مقصد نهايي و زمان دقيق برگشت خود را آشكار ننماييد. به گونه اي كه هر روز تصور كند، به منزل برخواهيد گشت. همسايه ها به سرعت به عدم حضور شما پي مي برند، ولي با اين وجود، چنان چه شما اطلاعاتي در اختيار آن ها قرار ندهيد، از زمان برگشت شما چيزي نخواهند فهميد.

3- - هرگز در مواقعي كه قصد سفر طولاني مدت داريد و روابط شما با همسايگان مطلوب نيست، هيچ يك از آن ها را از طولاني بودن سفر خود، مطلع ننماييد. حتي در مواقعي كه فقط با برخي يا يكي از همسايه ها، روابط خوبي نداريد، ترجيحاً براي احتياط در برابر كنجكاوي‏ او و جلوگيري از آسيب احتمالي، فقط اطلاعات ضروري را درباره علت عدم حضور خود، در اختيار همسايه ذي صلاح قرار دهيد.

توصيه هاي حفاظتي در برخوردهاي اجتماعي و حضور ديگران :

1- هرگز به افرادي كه از پيشينه و اصل و نسبش اطلاع دقيقي نداريد، اعتماد نكنيد.

2- هرگز به كساني كه بدون دليل منطقي به شما ابراز علاقه مي كنند، به ويژه غريبه ها اعتماد نكنيد.

3- اگر با افراد ناشناس قرار ملاقات داريد هرگز با او در مكان هاي ناآشنا و خصوصي ديدار نكنيد. زيرا افراد معمولاً در ملاء عام كم تر مورد حمله واقع مي شوند.

4- هرگز ديگران را از اهداف كاري خود مطلع نكنيد.

در صورتي كه نيازي به اطلاع ديگران از اهداف كاري نباشد، هرگز اهداف و مراحل كار خود را براي ديگران بازگو نكنيد. اطلاع ديگران از اسرار و اهداف كاري شما معمولاً باعث مشكلات لاينحلي خواهد شد كه شما را به ‏شدت پشيمان خواهد كرد.

5- هرگز نسبت به كنجكاوي ديگران در امور كاري خود بي تفاوت نباشيد.

كنجكاوي ديگران در امور كاري شما ممكن است موجب دردسرهايي گردد. برخي افراد سودجو پس از اخذ اطلاعات لازم، اقدام به غصب عنوان شغلي و جايگاه اداري شما نموده و با نام شما از اعتماد مردم سوء استفاده نموده و تحت عنوان حل مشكل اداري آن ها، اقدام به كلاهبرداري نمايد.

6- هرگز نسبت به اطلاع ديگران از مسائل كاري خود بي تفاوت نباشيد.

در صورتي كه متوجه شده ايد ديگران از مسائل محرمانه كاري شما مطلع شده‏اند، ‏آن‏ را جدي بگيريد. زيرا ممكن است به نحوي به اطلاعات شما دسترسي يافته يا ‏‏‏‏اطلاعات شما به سرقت رفته باشد.

7-هرگز نسبت به رفتار غيرعادي ديگران (سردي يا گرمي) نسبت به خود، بي تفاوت نباشيد.

برخوردهاي سرد مي تواند حاكي از كدورتي باشد كه قادر به بيان آن نيست يا شرايط مناسبي براي آشكار كردن آن فراهم نشده است. اين كدورت تدريجاً مبدل به دشمني خواهد شد. لذا قبل از اين كه بذر كينه و نفرت رشد نمايد، سعي كنيد از بي ربط بودن رفتار غيرعادي ديگران نسبت به خود مطمئن شويد. گرمي و ابراز عطوفت غيرعادي نيز ممكن است ناشي از شكل گيري يك توطئه يا هدفي شوم باشد و ... .

8- هرگز در پي برقراري ارتباط با اتباع بيگانه و اعضاي سفارتخانه‏ها نباشيد.

هرگونه ارتباط با اتباع بيگانه بدون اطلاع مسئولين چه در داخل و چه در خارج از كشور، ممكن است شما را اسير دست اجانب و سرويس‏هاي بيگانه نمايد.

9- هرگز از وسايل ارتباطي اهدايي از سوي افراد استفاده نكنيد.

يكي از بهترين روش‏هاي دسترسي به اطلاعات شخصي يا ورود به حريم خصوصي افراد، اهداي وسايل ارتباطي مانند: دستگاه تلفن، نمابر، مودم، پرينتر، دستگاه كپي، گوشي موبايل و ... مي‏‏باشد.

10- هرگز قفل‏هاي رمزدار خود را ‏‏در حضور ديگران باز نكنيد.

هر قدر سرعت عمل شما در باز كرده قفل‏هاي رمز دار بالا باشد، باز هم نمي‏‏‏‏توان اطمينان داد كه ذهن افراد حاضر نمي‏‏‏‏تواند آن را به‏خاطر بسپارد. افراد تيزهوش با يك‏بار نگاه كردن به نحوه باز كردن قفل‏هاي رمزدار، مي‏توانند آن را به خاطر بسپارند.

11- هرگز در هنگام باز كردن قفل‏هاي رمزدار، رمز قفل‏ها را به زبان نياوريد.

بعضي افراد طبق عادت هنگام بازكردن قفل‏هاي رمزدار رمزها را به زبان مي‏‏آورند. اين كار مي‏تواند مخاطرات جدي براي آن‏ها ‏در برداشته باشد. زيرا در صورتي كه افرادي در محيط حضور داشته باشند، به‏راحتي از اعداد رمز مطلع گردد.

12- هرگز در مكان‏هاي عمومي، باز،ساكت و پابت با بستگان، دوستان و همكاران به بحث و گفت‏وگو نپردازيد.

با توجه به متصور بودن ‌دقت و توجه غريبه ها به سخنان شما، هرگونه بحث و گفت‏وگو در اين مكان‏ها عواقب جبران ناپذيري خواهد داشت. لذا در صورت نياز و ضرورت بحث به گفت‏و‏گو در اين اماكن، حتماً در حال حركت و آهسته تر صحبت كنيد.

13- هرگز نيازمندي‏هاي شخصي خود را نزد افراد غيرمطمئن بازگو نكنيد.

بازگو كردن نيازهاي شخصي نزد ديگران ارائه نقطه ضعفي از سوي شماست كه غريبه ها مي‏توانند از اين نقطه ضعف سوء استفاده كرده شما را مديون خود نموده تا در مواقع نياز از شما بهره كشي نمايند.

14- هرگز از اعداد مشخص مانند ( شماره تلفن،‌تاريخ تولد، شماره ماشين، سال تولد و ...) به‏عنوان‏‏ رمز قفل‏هاي رمزدار خود استفاده ننماييد.

معمولاً افراد به‏منظور سهولت در به‏خاطر سپردن رمزها از شماره‏هاي شناخته شده استفاده مي‏‏كنند. اين امر كمك زيادي به افرادي مي‏‏كند كه مي‏خواهند قفل‏هاي رمزدار را باز كنند. پيشنهاد مي‏‏شود رمز قفل‏هاي خود را هر از گاهي تعويض نماييد تا امنيت قفل‏ها بيش‏تر‏‏‏ گردد‏.

15- هرگز رمز قفل‏هاي خود را در جايي يادداشت نكنيد.

بعضي از افراد به خاطر عدم اطمينان به حافظه خود رمزهاي خود را يادداشت كرده و در جايي نگهداري مي‏كنند. اين كار ضريب اطمينان و حفاظت شما را به‏شدت كاهش مي‏دهد. زيرا ممكن است اين رمز بر حسب اتفاق در اختيار ديگران قرار گيرد.

16- هرگز به اميد انجام معاملات پرسود، سرمايه گذاري در بورس هاي خارجي و شركت هاي اقتصادي و ... ، پول خود را در اختيار حتي صميمي ترين دوست خود قرار ندهيد.

چه بسا ممكن است دوست صميمي شما به اشتباه خود واقف نبوده و مغلوب نيرنگ افراد شياد و گروه هاي گلدكوئيستي شده باشد.

 17- هرگز از به ‏خاطر سپردن شماره تلفن‏هاي ضروري غفلت نكنيد.

همواره سعي كنيد شماره تلفن‏هاي ضروري خود را مانند (شماره تلفن روابط عمومي وزارت اطلاعات، فوريت‏هاي پليسي، اورژانس، آتش نشاني و ....) را به‏خاطر سپرده تا در مواقعي كه دچار مشكل شده يا ‏‏‏‏مورد نيازتان شد، به آن‏ها ‏دسترسي داشته باشيد.

18- هرگز آمادگي جسماني خود را از دست ندهيد.

كسب آمادگي جسماني علاوه بر سلامتي و نشاط، شما را در خطرات احتمالي ياري رسانده و در بعضي مواقع جان شما را از بعضي تهديدات حفظ مي‏نمايد.

19- هرگز از مسائل عقيدتي غافل نشويد.

هيچ‏گاه از ارتباط با خداوند غافل نشده و در كليه امور از او ياري بجوئيد. زيرا زندگي دنيوي بسيار پرپيچ و خم و مخاطره آميز بوده و تنها او مي‏تواند شما را ‏‏در اين راه ياري نمايد.

توصيه هاي حفاظتي درخصوص خودرو:

تروريست نمي­تواند بدون دسترسي به خودروي شما، بمب يا مواد منفجره را در آن كار بگذارد. به همين دليل اتخاذ اقدامات حفاظتي در مورد سرقت خودروي شما در جاهايي كه احتمال دارد هدف حمله تروريستي قرار بگيريد، كاملاً ضروري است. لذا به توصيه هاي ذيل توجه كنيد:

 1- همواره حتي اگر قصد داريد فقط لحظاتي خودروي خود را ترك كنيد (براي خريد يا ...) شيشه هايش را بالا كشيده و درب آن را قفل كنيد. در صورت امكان، ماشين را به هنگام شب در خيابان رها نكنيد.

2-چنان چه در محيطي ناامن و پرخطر قرار داشته يا سكونت داريد، درب باك را قفل كرده و درب لوله اگزوز را با سرپوشي ببنديد. بدين ترتيب قراردادن مواد منفجره در خودروي شما مشكل‏تر مي­شود. نگذاريد كسي در نبود شما به صندوق عقب ماشين دسترسي پيدا كند.

3- وقتي خودرو را در محوطه­اي باز پارك مي­كنيد، قبل از خروج از ماشين، مراقب افراد مشكوك حاضر در محل و چشم هايي كه شما را مي پايند، باشيد. در صورت مشاهده افراد مشكوك با ماشين از محل دور شويد.

4-وقتي ماشين را در محوطه­اي نامن پارك كرده و سپس  به طرف ماشين برگشته­­ايد، ابتدا دور ماشين قدم زده و قبل از سوار شدن، اطراف آن را به دقت بررسي كنيد. در مناطق پر خطر، شايد بد نباشد در جستجوي هر ردپايي از سيم يا نوار غيرعادي، زير ماشين را خوب بگرديد.

5- هرگاه متوجه حمله عليه خود شده ايد، بايد بدون در اختيار داشتنِ زمان كافي براي سنجش تمامي پيامدهاي احتمالي، تصميمي لحظه­اي بگيريد. لذا براي تسريع تصميم گيري در اين زمينه، مي­توانيد از قبل در ذهن خود مشخص كنيد كه تحت شرايط مختلف و احتمالي، چه واكنشي خواهيد داشت.

6- هرگز در هنگام حوادث رانندگي، ‌خود را با طرف مقابل درگير نكنيد.

چنان چه حادثه در مناطق ناامن يا غريب برايتان رخ داده است، از پذيرفتن هرگونه پيش‏نهاد توسط طرف مقابل امتناع كرده و سعي كنيد موضوع را توسط كارشناسان راهنمايي و رانندگي حل كنيد. زيرا ممكن است پيش‏نهادهايي از قبيل تعمير اتومبيل توسط طرف مقابل، اخذ آدرس منزل و مدارك شناسايي، شماره تلفن و غيره از طرف مقابل درخواست گردد. شما بايد هشيارانه به اين موضوعات توجه داشته باشيد.

4-هرگز در هنگام رانندگي نسبت به اتومبيل‏هاي پشت سر خود بي تفاوت نباشيد.

هر فرد، ممكن است در معرض سوء قصد افراد ناباب واقع گردد. بنابراين، هوشياري در هنگام رانندگي مي‏تواند شما را از اين موضوع مطلع كند. به‏خصوص اگر در ساعات مشخصي به محيط كار خود رفته يا ‏‏‏‏آن جا را ترك مي‏‏كنيد.

توصيه هاي حفاظتي در نگهداري اسناد و مدارك شخصي:

1- هرگز نسبت به حمل وسايل و اسناد و مدارك شخصي خود از محيط زندگي و كار بي تفاوت نباشيد.

برخي افراد در جيب، كيف و ديگر وسايل شخصي خود اسناد و مدارك يا ‏‏‏‏كاغذهاي يادداشت و ...  قرار داده و به همراه خود حمل مي‏كنند. اين كار موجب مي‏گردد افراد ديگر به‏طور تصادفي به اين اسناد دسترسي پيدا كنند.

2- هرگز در محيط‏هاي متفرقه كيف اسناد و مدارك را از خود جدا نكنيد.

بعضاً مشاهده مي‏گردد، برخي افراد كيف و اسناد و مدارك خود را در محيط كار ديگران گذاشته و براي كارهاي متفرقه، مانند رفتن براي رفع حاجت و غيره محيط را ترك مي‏كنند. در بعضي مواقع فراموش مي‏كنند كه وسايل خود را از اطاق ديگران بردارند. لذا هرگز اسناد و مدارك خود را در هيچ شرايطي از خود جدا نكنيد تا دچار عواقب بعدي آن نگرديد.

3- هرگز در مواقع غيرضروري اسناد و مدارك را به همراه خود حمل نكنيد.

بعضي افراد عادت به حمل اسناد و مدارك غيرضروري داشته و گاهي اوقات آن‏ها ‏را در داخل اتومبيل گذاشته و به خريد يا ‏‏‏‏كارهاي متفرقه مي‏روند. به همراه داشتن اسناد و مدارك هميشه مسئوليت افراد را نسبت به حامل آن‏ها ‏سنگين‏تر نموده و خطرات سرقت براي آن‏ها ‏متصور است. لذا پيش‏نهاد مي‏گردد، هر روز كيف اسناد و مدارك خود را بازديد كرده و مدارك اضافي را از آن خارج نمائيد.

\*\*\*\*\*\*

توصيه هاي حفاظتي در استفاده از تلفن:

1- هرگز تلفن همراه خود را در اختيار ديگران قرار ندهيد.

سيم كارت تلفن همراه به‏راحتي قابل كپي برداري بوده و ديگري به‏راحتي مي‏تواند از سيم كارت و هم‏چنين اطلاعات ذخيره شده در آن (‌شماره‏هاي ذخيره شده، ‌پيغام‏ها، قرارها و ... ) كپي برداري نمايد.

از آن‏جا كه اطلاعات ذخيره شده در دستگاه تلفن همراه، بخشي در حافظه دستگاه قرار مي‏گيرد، بايد همواره هنگام تعويض و فروش يا ‏‏‏‏تعمير گوشي تلفن همراه، اطلاعات ذخيره شده در حافظه گوشي را پاك نمائيد.

2- هرگز از تلفن همراه افراد ناشناس براي برقراري ارتباط خود استفاده نكنيد.

در بعضي مواقع ممكن است شما نياز فوري به برقراري تماس تلفني داشته ولي چون دستگاه تلفن خود را در اختيار نداشته يا امكان تماس با آن وجود ندارد، ممكن است از تلفن همراه ديگران استفاده كنيد. از آن جا كه شماره تماس در حافظه تلفن همراه او ثبت مي‏‏گردد. لذا از تلفن هاي عمومي مخابرات استفاده كنيد، يا از تلفن همراه افراد مطمئن، كسبه هاي ثابت و ... استفاده نموده و حتي‏المقدور پس از تماس، شماره را حذف نماييد.

3- هرگز به مكالمات تلفني افراد ناشناس اعتماد نكنيد.

يكي از سريع‏ترين و ارزان‏ترين روش جمع آوري اطلاعات تخليه تلفني است كه برخي افراد با تقليد صدا، غصب عنوان مراكز دولتي و موجه، پوشش هاي شغلي مختلف و ترفندهاي بسيار جالبي اقدام به كسب اطلاعات از ديگران مي‏‏نمايند. مواظب باشيد، حتي برخي افراد حرفه اي نيز ممكن است فريب خورده و ناخواسته اطلاعات ارزشمندي را در اختيار تماس گيرنده قرار ‏دهد.

4- هرگز منوي «بلوتوث» تلفن همراه را در حالت فعال قرار ندهيد.

يكي از امكانات انتقال اطلاعات به‏صورت بي سيم استفاده سيستم «بلوتوث» مي‏باشد. گوشي‏هاي جديد تلفن همراه داراي اين قابليت بوده و از اين طريق اطلاعات خود را مبادله مي‏‏كنند. در صورت فعال بودن اين قابليت در تلفن همراه، افراد ناشناس تا فاصله 50 متري از شما مي‏توانند از اطلاعات دستگاه تلفن همراه شما بهره برداري كرده يا ‏‏‏‏با ارسال ويروس گوشي شما را دچار مشكل كنند.

5- هرگز از تلفن‏هاي بي سيم در ارتباطات تلفني استفاده نكنيد.

فركانس تلفن‏هاي بي سيمي اغلب توسط راديو موج FM–SW-AM و كانال‏هاي تلويزيوني قابل دريافت مي‏باشند. بنابراين، ديگران به ويژه همسايه‏ها ‏به‏راحتي مي‏توانند، مكالمات تلفني شما را شنود كنند. به همين خاطر، هيچ گاه سعي در استفاده بي سيمي نداشته باشيد. در صورت لزوم، مطالب سري و مهم خود را از اين طريق رد و بدل نكنيد.

6- هرگز شماره تلفن دوستان، آشنايان و همكاران خود را بر روي كاغذ باطله، روزنامه، پشت جعبه دستمال كاغذي و موارد مشابه يادداشت ننمائيد.

بارها مشاهده مي شود كه افراد هنگام مكالمات تلفني شماره تلفن ديگران را بر روي روزنامه نوشته، نسبت به آن بي توجه مي‏باشند. اين در حالي است كه در صورت خارج شدن روزنامه‏هاي باطله، اين‏گونه ‏‏‏‏اطلاعات نيز خارج مي‏گردد.

توصيه هاي حفاظتي در استفاده از رايانه ها:

 1- هرگز از رايانه خود به ويژه در محل كار، بدون رمز عبور (پسورد‌) استفاده نكنيد.

هميشه براي رايانه خود رمز عبور تعيين كرده و آن را طوري تنظيم نمائيد كه در صورت عدم استفاده از آن به مدت (حداكثر) ‌پنج دقيقه از شما اسم عبور درخواست نمايد. اين كار مانعي براي دسترسي ديگران به رايانه شما خواهد بود و تا حدودي امنيت سيستم شما را افزايش مي‏دهد.

2- هرگز از رمز عبور ساده و مشخص استفاده نكنيد.

سعي كنيد رمز عبورهاي سيستم خود را پيچيده و غيرقابل پيش بيني انتخاب كنيد. انتخاب رمز عبور با كاركترهاي زياد، با حروف و اعداد، حروف كوچك و بزرگ و يا انتخاب آن به زبان ديگر، مي‏تواند امنيت سيستم شما را افزايش دهد.

3- هرگز اطلاعات محرمانه خود را در فايل‏هاي آشكار و سهل الوصول قرار ندهيد.

فايل‏هاي محرمانه خود را مي‏توانيد به‏صورت پنهان و در زير مجموعه فايل‏هاي سيستمي يا ‏‏‏‏زير مجموعه ساير برنامه‏هاي نصبي سيستم قرار دهيد تا به‏راحتي در اختيار افراد بيگانه قرار نگيرد. در غير اين صورت، احتمال دسترسي راحت به اين‏گونه ‏‏‏‏فايل‏هاي همواره متصور است.

4- هرگز از كامپيوتري كه داراي اطلاعات محرمانه و با اطلاعات خصوصي است، براي متصل شدن به اينترنت استفاده نكنيد.

هميشه در هنگام متصل شدن به اينترنت خطر سرقت اطلاعات، ‌تخريب اطلاعات به‏صورت جدي وجود داشته و در صورت بي تفاوتي به اين مطلب خطرات جبران ناپذيري سيستم و اطلاعات شما را تهديد مي‏‏كند.

5- هرگز كامپيوتر خود را كه حاوي اطلاعات محرمانه يا ‏‏‏‏خصوصي است، جهت تعمير به افراد متفرقه و ناشناس ندهيد.

حتماً نسبت به تعميركار كامپيوتر خود اطمينان حاصل نموده و سعي كنيد شخصاً هنگام تعمير حضور داشته باشيد.

6- هرگز قطعات آسيب ديده سيستم كامپيوتر خود را (مانند: ‌هارد، فلاپي، ‌سي دي ‌و ... ) دور نياندازيد.

حتما اين‏گونه ‏‏‏‏لوازم از كار افتاده را منهدم كرده و امكان بهره برداري مجدد را از آن‏ها ‏بگيريد. اغلب كامپيوترهاي مستعمل و از رده خارج شده داراي اطلاعات ارزشمندي است كه در هنگام تعويض يا فروش بر اثر سهل انگاري در سيستم‏ها باقي مانده است. هم‏چنين امكان بازيافت اطلاعات از حافظه‏هاي پاك شده سيستم وجود داشته و صرف پاك كردن يا ‏‏‏‏فرمت كردن سيستم نمي‏توان از پاك شدن صد در صد آن‏ها ‏اطمينان داشت. بنابراين بعضي از افراد تصور مي‏كنند با پاك كردن هاردهاي مستعمل تمام اطلاعات آن‏ها ‏از بين رفته و مي‏توانند آن‏ها ‏را دور ريخته يا ‏‏به فروش برسانند.

7- هرگز به تماس‏هاي تلفني از طريق اينترنت اعتماد نداشته باشيد.

امروز اغلب تلفن‏هاي خارج از كشور توسط تماس‏هاي تلفني اينترنتي صورت مي‏گيرد كه كارت‏هاي خدماتي آن‏ها ‏در همه جا قابل دسترس مي‏باشد. از آن‏جا كه شركت‏هاي خدمات اينترنت (‌آي- اس- پي) ‌و كشورهاي سرويس دهنده (بك بن) توانايي استراق سمع تمامي مكالمات تلفني را دارند. استفاده از اين ارتباطات نيز ناامن و غيرمطمئن مي‏باشد.

8- هرگز از مشخصات اصلي خود در محيط اينترنت استفاده نكنيد.

در هنگام حضور افراد در خارج از كشور يكي از راه‏هاي به‏دست آوردن اطلاعات از آن‏ها‏، مراجعه به فضاي اينترنت مي‏باشد. در صورتي كه مشخصات شما در يك سايت يا ايميل يا .... مشاهده گردد. اطلاعات با ارزشي نسبت به شما مي‏تواند به‏دست آيد.

9- هرگز از كامپيوتر مخصوص اينترنت براي كارهاي متفرقه استفاده ننمائيد.

در نظر دشته باشيد كه مودم، ‌پرينتر، اسكنر و بعضي از اجزاي داخلي كامپيوتر «آي- پي» پذير بوده و مي‏تواند اطلاعات خود را به آدرس برنامه ريزي شده از طريق اينترنت ارسال كنند. بنابراين ممكن است نامه‏اي ‏‏كه تايپ كرده و پرينت گرفته‏ايد و حتي از كامپيوتر خود را كه پاك كرده‏ايد، بعد از آن‏كه به اينترنت متصل مي‏‏شويد، ‌به آدرس برنامه ريزي شده ارسال گشته بدون آن‏كه شما از آن مطلع گرديد.

10- هرگز نسبت به محافظت و نگهداري نسخه ذخيره اطلاعات (backup ) بي تفاوت نباشيد.

معمولاً به‏خاطر محافظت از اطلاعات و پيش‏گيري از تخريب آن‏ها ‏اقدام به تهيه نسخه‏هاي ذخيره مي‏‏نمايند. حفاظت و نگهداري اين نسخه‏ها ‏حتي از اطلاعاتي كه در سيستم‏ها نگهداري مي‏‏شوند با اهميت‏تر مي‏‏باشد. زيرا اين اطلاعات به‏صورت آماده و بدون دردسر مي‏‏باشند. سهل انگاري در نگهداري از اين نسخه‏هاي ذخيره بعضاً معضلات جبران ناپذيري در بر خواهد داشت.

12- هرگز در مواقع غيرضروري سيستم خود را به شبكه اينترنت متصل ننمائيد.

اغلب در ارتباطات ليزلاين و شبكه‏اي‏‏، ارتباط اينترنتي به‏صورت پيوسته و شبانه روزي است. اما با توجه به تهديداتي كه از اين طريق براي سيستم شما متصور است، در مواقعي كه نيازي به ارتباط با اينترنت نداريد، ‌آن را قطع نمائيد تا از گزند هكرها و جاسوسان اينترنتي و عوامل بيگانه در امان باشيد. هكرها توانائي فعال‏سازي ميكروفن و دوربين (‌وب كم) ‌شما را بدون توافق با شما را دارند. لذا با توجه به متصل بودن بي‏مورد و طولاني مدت سيستم شما به اينترنت اين‏گونه ‏‏‏‏خطرات همواره متصور است.

13-هرگز نسبت به تهيه نسخه ذخيره از اطلاعات درون رايانه خود مسامحه نكنيد.

رايانه‏ها ‏ابزار قابل اطميناني نيستند و همواره احتمال صدمه ديدن آن‏ها ‏متصور است لذا هميشه سعي كنيد از اطلاعات داخل سيستم خود يك نسخه ذخيره داشته باشيد تا در صورت بروز هرگونه اختلالي اطلاعات شما در اختيارتان باشد.

14- هرگز به موارد شناخته نشده در اينترنت پاسخ ندهيد.

ايميل‏هاي ناشناخته يكي از موارد بوده كه هرگز نبايد آن‏ها ‏را گشود، زيرا در مواردي با گشودن ايميل يا يك تصوير اينترنتي تروجاني از اين طريق وارد سيستم شما گشته و مراحل كار جاسوسي و نفوذ به سيستم شما را آغاز مي‏‏نمايد يا ‏‏‏‏پنجره‏هايي كه در خلال كار با اينترنت به‏صورت ناخواسته ظاهر گشته يا ‏‏‏‏درخواست‏هاي اشتراك در سايت، شما را ترغيب به دادن نام كاربر و نام عبور مي‏‏نمايد كه از اين طريق اطلاعات مربوط به رمز عبور شما را در اختيار گرفته و از آن بهره برداري ‏‏كنند.

توصيه هاي حفاظتي در رابطه با مسافرت:

خطر در گوشه و كنار دنيا وجود دارد اما ماهيت و شدت آن در هر كشور يا منطقه متفاوت است. صرف نظر از جايي كه مي رويد شما بايد در رابطه با مسافرت خود اقدامات اساسي خاصي را انجام دهيد. سطح اين اقدام بستگي به مقصد دقيق شما دارد. مع الوصف، براي مسافرت به توصيه هاي ذيل توجه كنيد:

1- هرگز بدون آشنايي كافي از مقصد و مسيري كه براي سفر انتخاب مي كنيد، به مسافرت نرويد. قبل از سفر درباره پاسخ سئوالات زير تحقيق كنيد.

الف. آيا براي سفر به مقصد مورد نظر هشدار خاصي به لحاظ امنيتي، سيل، آتش سوزي، زلزله، برف و بوران و ... داده شده است يا خير؟

امروزه، با گسترش امكانات ارتباطي، فني و ماهواره اي، به راحتي مي توان از وضعيت راه ها، آب و هوا، حوادث طبيعي خطرناك مثل وقوع سيل و طوفان و ... مطلع شد. حصول اطمينان از ايمني راه ها و مسيري كه بايد طي كنيم. هم چنين به همراه داشتن تجهيزات مورد نياز سفر، ما را در برابر آسيب هاي احتمالي محفوظ نگاه مي دارد.

ب. امنيت جاده اي در چه ساعاتي از شب يا روز كاهش مي يابد؟

ج. چه امكانات جاده اي براي حوادث احتمالي وجود دارد؟

د. كدام نقطه از مسيري كه طي خواهيد كرد، براي اطراق و استراحت بين راهي مناسب و امن تر است؟

كدام منطقه از مسير سفر، آب آشاميدني لوله كشي شده دارند و در كداميك بايد از بطري هاي آب استفاده كرد؟.

هـ. چه رستوران هايي را براي صرف غذا بايد انتخاب كرد؟

و. مصرف چه غذاي بين راهي مناسب تر است؟

2- در صورت تمايل به صرف غذا در رستوران ها هرگز سالاد (به ويژه در رستوران هاي ناشناس)، ميوه هاي پوست نكنده و آشاميدني هاي همراه با يخ را ميل نكنيد.

3-هرگز پول ها و اشياء ارزشمند خود را در يك كيف يا يك ظرف قرار ندهيد.

سعي كنيد قبل از سفر، وضعيت فرهنگي و اقتصادي ساكنين مناطقي كه در مسيرتان قرار خواهند گرفت، اطلاعات لازم را بدست بياوريد. محتويات كيف شما شايد معادل ماه ها حقوق افرادي باشد كه در مناطق فقيرنشين زندگي مي‏كنند. معمولاً مسافران پول نقد و اموال ارزشمند تري نسبت به افراد بومي دارند، لذا ممكن است به راحتي هدف دستبرد يا حمله افراد ناشناس قرار بگيريد. به ويژه آن كه بومي ها، مناطق امن و ناامن را مي شناسند. عدم آشنايي با افراد و محيط يا محدوده اي كه تردد مي‏كنيد، مطمئناً احتمال آسيب پذيري را افزايش مي دهد.

4- هرگز از مردم رهگذر در خيابان آدرس نپرسيد. سعي كنيد افسر پليس يا مسئولي را پيدا كنيد.

 با اين كار يك فرد غريبه را از مقصد خود مطلع مي كنيد. نقشه اي تهيه نموده و از كساني كمك بگيريد كه احتمال بيش‏تري دارد به شما كمك كند. براي انتخاب بهترين و ايمن ترين مسير، هميشه از افراد موجه مثل مأمورين راهنمايي و رانندگي و يا افرادي كه شناسايي آن ها آسان است، مثل رانندگان تاكسي، مغازه دارها و ... سئوال نماييد. در موارد خاص، وقتي فرد مطمئني را براي اخذ راهنمايي نيافتيد، سعي نماييد در پرسش خود مقصد نهايي خود را بيان نكنيد بلكه در شهرهاي بين راهي براساس نقشه اي كه در اختيار داريد، آدرس نزديك ترين شهر بعدي مسير خود را بپرسيد تا ديگران از مقصد نهايي شما مطلع نگردند.

5- در مسافرت، هرگز اسناد خود را درون هتل‏ها ‏جا نگذاريد.

در مسافرت هاي به ويژه مسافرت‏هاي خارج از كشور سعي كنيد هيچ‏گونه اسناد و مداركي به همراه خود به داخل هتل‏ها نبريد و در صورت نياز هرگز آن‏ها ‏را در داخل هتل ‏جا نگذاريد. زيرا افراد غريبه مي توانند در غياب شما با پوشش نظافت به داخل اطاق‏هاي هتل رفته و به اسناد شما دسترسي پيدا كنند.

توصيه هاي حفاظتي درخصوص اقلام پستي:

1-هرگز اقلام پستي و نامه هاي مشكوك و غيرقابل انتظار را از كسي دريافت نكنيد. حتماً اعضاي خانواده و كاركنان خانه شما بايد از پذيرش هرگونه بسته­اي در منزل اجتناب كنند. (اگر داراي شغل ديگري نيز هستيد) در محل كار خود نيز اطمينان يابيد كه كاركنان دفتري نحوه برخورد با نامه­ها يا بسته­هاي مشكوك را مي­دانند، به ويژه  وقتي در خارج از كشور حضور داريد، با حساسيت بيش‏تري به اين بسته ها توجه كنيد.

 2- بسته يا نامه مشكوك را هيچ گاه نبايد لمس و جابه جا كرد. وجود چنين اقلامي را فوراً به مقامات امنيتي  اطلاع داده و افراد را از آن دور كنيد. هرگونه جابه جايي به ويژه برش نوار دور بسته،  بست‏ها، يا هرگونه بسته­بندي روي بسته مشكوك، چه­بسا موجب انفجارِ ابزار گردد.

3- هرگز بسته يا نامه مشكوك را باز نكرده و يا در آب قرار ندهيد زيرا شايد موجب انفجار آن گردد.

\*\*\*\*\*\*

ساير توصيه هاي حفاظتي:

1-در صورت مشاهده افراد مشكوك، تروريست و خرابكار مراتب را به مراكز امنيتي به ويژه ستاد خبري وزارت اطلاعات به شماره 113، اطلاع دهيد.

2- چنان چه داراي دوربين عكاسي يا گوشي تلفن همراه دوربين دار هستيد، حتي المقدور از آن ها و متعلقاتشان، از جمله خودرو و ... تصويربرداري نماييد.

3- در صورت امكان بدون اين كه ايجاد حساسيت كنيد، آن ها را تعقيب و آدرس محل استقرار آن ها را كشف نماييد.

4- چنان چه شئي مشكوكي را به خودروي ديگران چسبانده يا در مكاني رها نموده اند، به آن نزديك نشده، بلافاصله به افراد مسئول اطلاع دهيد.

5- هرگز به افرادي كه خود را مأمور وزارت اطلاعات معرفي نموده و در مراكز غيررسمي با شما قرار ملاقات مي گذارند، اعتماد نكنيد و بلافاصله به ستاد خبري وزات اطلاعات به شماره 113 اطلاع دهيد.

6- هرگز در ارزيابي هاي خود به ظاهر افراد اكتفا نكنيد، افراد شياد هرگز چهره واقعي خود را به شما نشان نخواهند داد.